
S ometimes one has to read between the lines to gather the true story. For instance, Chinese coast 
guard ships chased away Philippine fishermen from contested waters and claimed the fisherman 

was throwing fire bombs at them [1]. So how close was the Chinese warship that they were within 
throwing distance of the fishermen? Elsewhere, China is reported to have installed anti-ship cruise 
missiles on the contested Woody Island [2]. Meanwhile, Japan activated an early warning radar on 
disputed islands close to Taiwan; prompting an angry response from China [3].  

On the nuclear front, China is setting the stage for a new plutonium supply. Case in point, spent fuel 
will be reprocessed into plutonium that could be used to supply nuclear weapons [4]. This comes as 
one report indicates North Korea now has a mobile ICBM [5]. 

While much focus has been on North Korean nuclear weapons, the news from Russia indicates trou-
ble ahead. For example, Russia is doubling the number of warheads on its new missiles and will break 
the arms treaty limit [6].  

In planning for future wars there should be consideration for what weapons will be used against the 
United States. To this end, there is a growing realization that autonomous weapon systems will be 
used against us [7]. That is, weapons that act on available information and algorithmic code without 
human intervention.  

1. Blanchard, Ben, Reuters, China says Philippine fishermen used fire bombs in South China Sea, March 
22, 2016. 
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O nce again we see indi-
cations of the extent 

of state sponsored cyber 
espionage. For instance, a 
Chinese businessman 
pleaded guilty  to hacking 
US military aircraft secrets 
[1]. Another area of con-
cern is ensuring medical 
information technology 
security. For instance, some 
are positing implantable 
medical devices may be 
subject to malicious cyber-
attacks [2].  

The medical community is 

also a prime target of mali-
cious attacks. For instance, 
the Washington MedsStar 
Hospital was shut down 
due to a ransom-ware com-
puter virus forcing staff to 
revert to a paper process [3]. 
One report indicates the 
FBI is investigating the 
incident [4]. This follows 
the successful ransom at-
tack (claimed by Turkish 
hackers) on the Hollywood 
Presbyterian Medical Cen-
ter; also investigated by the 
FBI [5]. Additionally, there 

are reports of ransomware 
attacks on hospitals located 
in Kentucky and Ottawa 
[6]. So if the hackers are 
located in Turkey, a NATO 
member, what is law en-
forcement doing to prevent 
additional attacks? 

Meanwhile, data breaches 
continue in the news. Dur-
ing this newsletter period, 
we learned of a breach at 
Verizon that exposed 1.5 
million customers [7].  
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Heavier-than-air flying 
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Most people assume that 

once security software is 

installed, they're protected. 

This isn't the case. It's 

critical that companies be 

proactive in thinking 

about security on a long-

term basis.—Kevin Mitnick  

W ith the rise in terror-
ism, one question is 

how security is the vetting 
process for airport personnel? 
For instance, at Los Angeles 
International, when a flight 
attendant was singled out for 
a security screening, she es-
caped but left behind 70 kilo-
grams of cocaine [1]. If 70 
kilograms of cocaine can make 
it far into airport security; 
what could prevent a terrorist 
bomb from exploiting the 
same vulnerability? Moreover, 
since the person managed to 
escape, does this not point to 
lax security at LAX (no pun 
intended)? 

Once again, terrorists 
launched attacks in Europe. 
This time three bombs explod-
ed in Brussels [2]. What’s 
more, the Islamic State (IS) 
claimed responsibility for the 
terrorist attacks in Brussels [3]. 

Then a security guard at a 
Brussels nuclear power plant 
was murdered and his ID 
badge stolen [4]. It is unclear 
if this event is related to ongo-
ing terrorist activities. What’s 

more, one report indicates 
one of the terrorist was re-
sponsible for the murder of 
the nuclear plant guard [5]. It 
is interesting to note; not long 
ago, Brussels prided itself as 
having one of the lowest mur-
der rates in Europe [6].  

Elsewhere, IS suicide terrorists 
attacked a stadium in Iraq 
leaving at least 29 dead [7]. 
Then in Pakistan, Taliban 
suicide bomber targeted East-
er worshiping killing at least 
60 [8]. 
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Silence is the true friend that never betrays—Confucius 

A ccording to the Labor 
Department, the num-

ber of first time unemploy-
ment claims for the week end-
ing March 19 was 265,000 [1]. 
The for the week ending 
March 26, the number rose to 
276,000 [2]. 

Meanwhile, US business con-
tinues to see economic con-
traction. For instance, for the 
first time since it started 45 
years ago, Walmart’s revenue 
shrank when compared to the 
previous year [3]. Then the 
two largest caol mines, Pea-
body Energy and Arch Coal, 
are planning to lay off 15% of 
their Wyoming workforce [4].  

What’s more, the economic 
outlook for the city of Chica-
go continues to degrade. For 
instance, Fitch lowered Chica-
go’s credit rating to the lowest 
investment grade [5]. This 
means, the cost of borrowing 
money will increase, thereby 
compounding an already base 
situation.  

The trade practices used by 
China continue to restrict 
foreign goods entering the 

country. Case in point, China 
has placed a new tax on goods 
purchased overseas [6].  
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The engineering is long gone 

in most PC companies. In 

the consumer electronics 

companies, they don't 

understand the software 

parts of it. And so you really 

can't make the products that 

you can make at Apple 

anywhere else right now. 

Apple's the only company 

that has everything under 

one roof. —Steve Jobs  


